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Congratulations!

©——
You are about to accelerate into G.shdsl technology. Your new G.shdsl Router is an external
Single-Pair High-Speed Digital Subscriber Line (SHDSL) Router, which conveniently plugs with
Switch, Hub or computer. The Router connects directly to telephone line via a standard
connector, RJ-11.

Description

The SHDSL (Single-Paired High Speed Digital Subscriber Loop) P
routers comply with G.992.2 standard. It provides = E =

busi -class, Iti- f 64Kbps to 2.304Mb load 7=
usiness-class, multi-range form ps to Ps payload

rates over exiting single-pair copper wire. The SHDSL routers e
are designed not only to optimize the service bit rate from \-1 e

central office to customer premises also it integrates high-end
Bridging/Routing capabilities with advanced functions of Multi-DMZ, virtual server mapping and
VPN pass through.

The SHDSL router allows customers to leverage the latest in broadband technologies to meet
their growing data communication needs. Through the power of SHDSL products, you can
access superior manageability and reliability.

Features

<~ Easy configuration and management with password control for various application
environments

< Efficient IP routing and transparent learning bridge to support broadband Internet services
< VPN pass-through for safeguarded connections
< DMZ host/Multi-DMZ/Multi-NAT enables multiple workstations on the LAN to access the
Internet for the cost of IP address
< Fully ATM protocol stack implementation over SHDSL
< PPPoA and PPPoE support user authentication with PAP/CHAP/MS-CHAP
< SNMP management with SNMPv1/SNMPv2 agent and MIB I
< Getting enhancements and new features via Internet software upgrade
Specification
Routing
»  Support IP/TCP/UDP/ARP/ICMP/IGMP protocols
»  IP routing with static routing and RIPv1/RIPv2 (RFC1058/2453)
»  IP multicast and IGMP proxy (RFC1112/2236)
»  Network address translation (NAT/PAT) (RFC1631)
»  NAT ALGs for ICQ/Netmeeting/MSN/Yahoo Messenger
»  DNS relay and caching (RFC1034/1035)
»  DHCP server (RFC2131/2132)
Bridging
»  |EEE 802.1D transparent learning bridge
Security
»  DMZ host/Multi-DMZ/Multi-NAT function
»  Virtual server mapping (RFC1631)
» VPN pass-through for PPTP/L2TP/IPSec tunneling
»  Natural NAT firewall
Management

»  Easy-to-use web-based GUI for quick setup, configuration and management
»  Menu-driven interface/Command-line interface (CLI) for local console and Telnet
access
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»  Password protected management and access control list for administration

»  SNMP management with SNMPv1/SNMPv2c (RFC1157/1901/1905) agent and MIB
Il (RFC1213/1493)

»  Software upgrade via web-browser/TFTP server

ATM

Up to 8 PVCs

UBR/CBR traffic shaping

OAM F5 AIS/RDI and loopback
AALS

YVVYV

AALS5 Encapsulation
»  VC multiplexing and SNAP/LLC
»  Ethernet over ATM (RFC 2684/1483)
»  PPP over ATM (RFC 2364)
»  Classical IP over ATM (RFC 1577)

PPP
»  PPP over Ethernet (RFC 2516)
»  PPP over ATM (RFC 2364)
> User authentication with PAP/CHAP/MS-CHAP

WAN Interface
»  SHDSL: ITU-T G.991.2 (Annex A, Annex B)
»  Encoding scheme: 16-TCPAM
»  Data Rate: N x 64Kbps (N=1~36)
»  Impedance: 135 ohms

LAN Interface
» 10 Base-T LAN port (RJ-45)

Hardware Interface
>  WAN: RJ-11
> LAN:RJ-45x1
»  Console port: RS232

Indicators
> General: PWR
»  WAN: LNK, ACT
> LAN: LNK/ACT, 100M

Physical/Electrical

»  Dimensions: 18.7 x 3.3 x 14.5cm (WxHxD)

»  Power: 100~240VAC (via power adapter)

»  Power consumption: 6 watts

»  Temperature: 0~45 - C

»  Humidity: 0%~95%RH (non-condensing)
Memory

»  2MB Flash Memory, 4MB SDRAM
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Getting to know about the router
|

This section will introduce hardware of the router.

Front Panel

The front panel contains LED status

LED status of 1-port router

LEDs Active Description
PWR On Power adaptor is connected to the router
WAN LNK On SHDSL line connection is established
ACT On Transmit or receive data over SHDSL link
LAN LNK/ACT On Transmit or rec.eive data over Ethernet link
100M On LAN port acts in 100M
Rear Panel

The rear panel of SHDSL router is where all of the connections are made.

DC-IH L AN COMEOLE LIME

)

Connectors Description of 1-port router

DC-IN Power adaptor inlet: Input voltage 18VDC
LAN Ethernet 10BaseT for LAN port (RJ-45)
CONSOLE RS- 232C (DBY) for system configuration and maintenance
LINE SHDSL interface for WAN port (RJ-11)
- ——

Configuration to the router

This guide is designed to lead users through Web Configuration, console port and telent of
G.shdsl Router in the easiest and quickest way possible. Please follow the instructions carefully.
Note: There are three methods to configure the router: serial console, Telnet and Web Browser.
Only one configuration application is used to setup the Router at any given time. Users
have to choose one method to configure it.
For Web configuration, you can skip step 3.
For Serial Console Configuration, you can skip step 1 and 2.

Step 1: Check the Ethernet Adapter in PC or NB

Make sure that Ethernet Adapter had been installed in PC or NB used for configuration of the
router. TCP/IP protocol is necessary for web configuration, so please check the TCP/IP protocol
whether it has been installed.

Step 2: Check the Web Browser in PC or NB

According to the Web Configuration, the PC or NB need to install Web Browser, IE or Netscape.
Note: Suggest to use IE5.0, Netscape 6.0 or above and 800x600 resolutions or above.
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Step 3: Check the Terminal Access Program

For Serial Console and Telnet Configuration, users need to setup the terminal access program
with VT100 terminal emulation.

Step 4: Determine Connection Setting

Users need to know the Internet Protocol supplied by your Service Provider and determine the
mode of setting.

Protocol Selection

RFC1483 Bridged Ethernet over ATM
RFC1577 Classical Internet Protocol over ATM
RFC2364 Point-to-Point Protocol over ATM
RFC2516 Point-to-Point Protocol over Ethernet

Step 5: Install the SHDSL Router

Caution: To avoid possible damage to this Router, do not turn on the router before Hardware

Installation.

v" Connect the power adapter to the port labeled DC-IN on the rear panel of the product.

v' Connect the Ethernet cable.

i If the router is directly connected to PC or NB, the Ethernet cable has to be used cross over
one. If the router is connected to hub or switch, be sure that the hub or switch supporting
auto-sensing. If yes, both cross over and none cross over Ethernet cable are suitable. If not,
only pass through Ethernet cable could be used.

v" Connect the phone cable to the product and the other side of phone cable to wall jack.

¥v" Connect the power adapter to power source.

v' Turn on the PC or NB which is used for configuration the Router.

PC B

-
gross DB-9
ver
Ethernet Cable
Power Cable

Adapter

Wall Jack

] ﬁ? (_ "ﬁ' & ﬁ_‘} G.shdsl Ao

Direct Connection with PC or NB

File Server
Workstation
. r PC
| R &
- h‘.’
| T
! Mobile
Device
HUB/Switch*
Pass |
Power Through Wireless LAN
Adpate Ethernet

m ﬁ - Cable _“] Wall Jack
( Wﬁ] ﬂf ﬁj I G.shdsl &

Connectio, ' a8 witch
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Configuration via Web Browser

———
Open IE or Netscape Browser to connect the

Router. Type http://192.168.0.1 paawes T

The default IP address and sub net-mask of ik e - @D Y| Psewch agFanes ey | B3

the Router is 192.168.0.1 and 255.255.255.0.

Because the router acts as DHCP server in s ) 152 160,01

your network, the router will automatically
assign IP address for PC or NB in the network.

Type User Name root and Password root 2|
and then click @
The default user name and password are ? Please type your user name and passward.
both root. For the syste'm segurity, suggest to Site: 192.168.0.1
change them after configuration.
Note: After changing the User Name and Fiealm =Rl
Password, strongly recommend you UserName  [root
to save them because another time
when you login, the User Name and Fassword |

Password have to be used the new
one you changed.

[ Save this pazsword in your password list

ak I Cancel

Basic Setup

The Basic Setup contains Bridge and Route operation mode. Routing mode
contains
Click for basic installation.

Bridge Mode

Bridge
IP: 192.168.0.1

3L
Netmask: 255.255.255.0 o
Gateway: 192.168.0.254 %

PC
—
IP: 192.168.0.2 VPI:0, VCI:32
Netmask: 255.255.255.0 Encapsulation: LLC

Gateway: 192.168.0.254

= ADVANCED

» STATUS

» ADMIN

= UTILITY
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Click and Side to setup Home Basic | Advanced |  Status Admin Utility
Bridging mode of the Router and then click BASIC - STEP1
Next for the next setting. ki Ml

SyssmMoge T ROUTE | BROGE
BHCEL Mode QS COEk & OFE Bida

[ Foscel W Fwe W e

fiasic | Adwnced | Status Admin Uil
BASIC - STEP2

LAN Parameters
Enter IP: 192.168.0.1
Enter Subnet Mask: 255.255.255.0 LAN:
Enter Gateway: 192.168.0.254

i weamss: i e b L
Enter Host Name: SOHO st [
Cutarrwy: (192 IF r,l?

WAN1 Parameters Heat Hazan F

Enter VPI: 0
Enter VCI: 32 WAN;
Click |LL
. VH Fi
Click |Nexd. o
Erc oo & L
[~k f twce W e W e |
The screen will prompt the new configured Home Basic | Aduanted | Statas Admin Utility
parameters. Check the parameters and Click BASIC - REVIEW
Restaﬁj The router will reboot with the new S
setting or Continuel to configure another T= ki !.<:<-x-.h:_:\.|r-:ﬁ:.|.‘:1.| '.M-'.i.wt :.-.r:.a.?_:-s:.ém -3..5- s i Sl e R e e
parameters Fopkarae the mUp pLOTeCiire, Fe N CACK L omirTee ton
S e O e
Syriem Badn Ewid g Plodls
SHESL Mode "[CPE B

LA Tetea Tans.

B Ay 152.1E 01
Salinet Mak TG 206 20
R TR

Hisasaima EOHD

= WUAHI irierfare-

WPl o

RALS Encan. LLEC
| Losiiee [ fsan |

Routing Mode
Routing mode contains DHCP server, Hame Basie Riheanced Status Admin Utility
Point-to-Point Protocol over ATM and BASIC - STEP1
Ethernet, IP over ATM and Ethernet over
ATM. You have to clarify which Internet Enpra b
protocol is provided by ISP. Symmbad ®AOUTE ©BAOGE
Click|ROUTE and [CPE Side then press THIGLMade CCOSide  © CPE Side

Next
[ Cocel W Rosoi W Heod |
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Type LAN parameters: Basic Ahmnced | Status Admin Wtility
IP Address: 192.168.0.1 BASIC - STEP?
Subnet Mask: 255.255.255.0 |
Host Name: SOHO e
DHCP Service: Enable Fases [0 8 P Lp
The default setup is Enable DHCP server. suemMue 55 [EE L[ LD
If you want to turn off the DHCP service, HostWer [SCRO
choose Disable. Trigass DHER Barvicn: DOksghle @ Enabke
| tock | Gence W st e
DHCP Server

Dynamic Host Configuration Protocol (DHCP) is a communication protocol that lets network
administrators to manage centrally and automate the assignment of Internet Protocol (IP)
addresses in an organization's network. Using the Internet Protocol, each machine that can
connect to the Internet needs a unique IP address. When an organization sets up its computer
users with a connection to the Internet, an IP address must be assigned to each machine.

Without DHCP, the IP address must be entered manually at each computer. If computers move
to another location in another part of the network, a new IP address must be entered. DHCP lets
a network administrator to supervise and distribute IP addresses from a central point and
automatically sends a new IP address when a computer is plugged into a different place in the
network.

Home | Basic | Advanced | Stetws | M Uitikity

If the DHCP server is Enable, you have to — .
setup the following parameters for BASIC - STEP3

processing it as DHCP server. DHET SERVER:

The embedded DHCP server assigns At
network configuration information at most End TP Addeess w10 BT
253 users accessing the Internet in the e T T
same time. wmz [
For example: If the LAN IP address is Lo T F2 | rours

192.168.0.1, the IP range of LAN is

192.168.0.2 to 192.168.0.51. The DHCP B i

server assigns the IP form Start IP Address Inde MAC o IP Adress
to End IP Address. The legal IP address L |

range is form 0 to 255, but 0 and 255 are 2

reserved for broadcast so the legal IP 8

address range is from 1 to 254. On the 4

other hand, you cannot assign an IP greater

than 254 or less then 1. Lease time 72 £ '

hours indicates that the DHCP server will 7

reassign IP information in every 72 hours. & N E—
3 I [ |

Press Next to setup WAN parameters. 1o

PPPoE or PPPoA

PPPoA (point-to-point protocol over ATM) and PPPoE (point-to-point protocol over Ethernet) are
authentication and connection protocols used by many service providers for broadband Internet
access. These are specifications for connecting multiple computer users on an Ethernet local
area network to a remote site through common customer premises equipment, which is the
telephone company's term for a modem and similar devices. PPPoE and PPPoA can be used to
office or building. Users share a common Digital Subscriber Line (DSL), cable modem, or
wireless connection to the Internet. PPPoE and PPPoA combine the Point-to-Point Protocol

10 -
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(PPP), commonly used in dialup connections, with the Ethernet protocol or ATM protocol, which
supports multiple users in a local area network. The PPP protocol information is encapsulated
within an Ethernet frame or ATM frame.

e e e e — e — e

/ LAN \] 2 WAN
unier
IP: 192.168.0.1 vﬁlﬁr Username: test
Netmask: 255.255.255.0 Password: test

PC

5

VPI:0, VCI:33
Encapsulation: LLC

IP: 192.168.0.2~51
Netmask: 255.255.255.0
Gateway: 192.168.0.1

Basic Ahvaneed Status Admin Utility
Key in the WAN1 parameters: BASIC - STEP4
VPI: 0
VCI: 33 WaANL:
AALS5 Encap: LLC -
Protocol: |PPPoA + NAT] or |PPPoE +| b

M AAEnip O Em LG
Click [Nextlto setup User name and ot
password.

For more NAT review NAT/DMZ in page
19 FPPaEHaT

fiasic | Advanced |  Status Admin btility
BASIC - STEPS

Type the ISP1 parameters.

# User name and password are
provided by your ISP. I5FL:
Username: test

Password: test

Password Confirm: test :
Idle Time: 10 e ]

Click [Nexd.

f For safety, the password will be [Tact N ot W Reen R W |
prompt as star symbol.

1t -
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The screen will prompt the parameters e Sasic | Advenced | Stitus
that will be written in EPROM. Check BASIC - REVIEW
the parameters before writing in
LAN amed WAN Intesfare Paramtors Ravies
EPROM Ta lit the carfipeestion thet oo haes chngad dnks sfscl immacdidaby. Mlasss chek Rastar bubicn ioarh ool Be sy
pravdua. s cirk conanue bution
= LAN imirfnce:
! P Aildress 152 1E8LC1
Sl Mgk Q5252560
[ “Hus Hame B0
[ Dessaln Mama B
Erahl=
AT
192 1eB L5
[ OnNESamesd [0 0EALT
[ GRS GawaE I
| DRS Senee 3
| leamTem b
= Tkl of Flwed DECE Flood Lot
e WAL b | @ Address
I
i
4
§
B
7
B
[
i
o VAN Bt aians
I w0
iz 11
T e T L
Frotisgal PPF otr ATH
Press Restart to restart the router et el

. . 5P pastwsand il
working with new parameters or press

o e
continue to setup another parameter.
[ Canies W Fimstan |
IPoA or EoA
P e e
LAN N[ WAN ®

v IP: 10.1.2.1
Rduter Netmask: 255.255.255.0 BAS

IP: 192.168.0.1 Gateway- 10.1.2.2
Netmask: 255.255.255.0 DNS 168.95.1.1 b
P: 101220
Netmask: 255.255.255.0
pC DSLAM

IP: 192.168.0.2~51
Netmask: 255.255.255.0
Gateway: 192.168.0.1

VPI:0, VCI:33
Encapsulation: LLC

12-
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Type the Wan Parameters; Gaszic Afianc e Statns Admin Ll iy

VPI: 0 BASIC - STEP4

VCI: 33 i

AALS5 Encap: [LLC '

Protocol: IPoA , EoAl, [PoA + NAT] or [EoA + -

NATI e

Click to setup the IP parameters. . o1

For more NAT, review NAT/DMZ in page 19. E?::TT [~k | [ Hesw ] hue |
PPPaAHET
]IS

Hasbo Mchanced |  Status Admin Litibity
BASIC - STEPS

IP Address: 10.1.2.1

Subnet mask: 255.255.255.0 REALE:
Gateway: 10.1.2.2 Ersdes o f [
DNS Server 1: 168.95.1.1 avitu B LB LB LB
Click R A - -
DS Serwe ] (IBEBS1.0
[HRE B ervar I I—
Dtwserveex [ 00000

13-
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The screen will prompt the parameters that
will be written in EPROM. Check the
parameters before writing in EPROM.

Press Restart to restart the router working
with new parameters or press continue to
setup another parameter.

Home Biagio Mwanced | Status Admin ity
BASIC - REVIEW

REVYIEW:
T let the coofigiimton hat wou hawe chongsd tabe effect o daely, please chick Bestart bunon 1o 1eh
contnue the sefup proce dure, please dick Contions botten

& Syueee Opevation Mads|

Fipinsss Munie Roafie Wads
SHOSL Mo :PE Gife
» LAN hinrfam:
B fulidness 152 1EB L1
Sahinat Mask 206 2052550
Hastmamn S0HD

& DHCF=Fven
Dierloell goimwsy Rl ]

Sabnufmesk 25525 50

© SaniP sddress 190 8802
il g |=0 1EAM151
DRS Sanves &
ORS Senverd

| Luzst Seni e

& Tl al Fled IHECF et Liza

[Cindex | WAL Addrmss ¥ Arldress
1

a
4
]
]

g2
aQ
10

& VAN iwbeiTae

| VP 1

| v az

| ABLS Cacig. T

I_-Pm__-._ .Ip e & W

| WA IP sdres 101.2.1
W Sebed sk 255 255 25500

)

[ DRE EaneedIEEDE)

| DRE Sones B

| DRS Snrverd

Congratulation! You are done. Your SHDSL Internet connection is established.

14-
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Advanced Setup
B

Advanced setup contains SHDSL, WAN, Bridge, Route, NAT/DMZ and
Virtual server parameters.

» BASIC

AN

BRIDGE

ROUTE

NAT/DMZ
WIRTUAL SERVER

» STATUS
» ADMIN

» UTILITY

SHDSL

You can setup the Annex type, data rate and SNR margin for SHDSL N il
parameters in SHDSL. ;ﬂ
Click |SHDS

= BASIC

v ADVANCED
EHOEL

WER

BRIDGE

ROWLITE

MAT/OMZ
VIRTLIAL SERVER

= STATUS

= ADMIN
» UTILITY

Basio Mehvanced Status Admin el ity
Annex Type: There are two Annex types, ADVANCED - SHDSL
Annex A and Annex B, in SHDSL.
Data Rate: you can setup the SHDSL data AR

rate in the multiple of 64kbps. o g Opersrien Hade:
SHDSL SNR margin: the margin range is AmaType O amnecs P BaxB
from 0 to 10. d 9 9 Duie Futeiaidigs). [ e -36 1=l for adaiea modil

i : Generally, the SNR margin does not o ORI

need to be change because it will affect the
data rate. T e

15-
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The screen will prompt the parameters Home basic | Acvanced | Status Admin Wtility
that will be written in EPROM. Check the ADVANCED - SHDSL

parameters before writing in EPROM.
SHIDSL Farameters Bevime
Tor Lnt-ther confipurntion that you have changed take affec; momedojely, please cick Earlart boton o rabi
coetinue e getps peoc edure, plee chelr  sabmoe it

B SHNST Pede

[rr—— o | ey

Press Restart to restart the router Dt Hais AT——
working with new parameters or press ~ SE manin 0
continue to setup another parameter.

| Comimn [ |

WAN

The SHDSL router supports up to 8 PVCs. The parameters are setup in
WAN.

» BASIC

¥ ADVANCED

o BRIDGE
L]

ROUTE
NAT/DMZ
VIRTUAL SERVER
» STATUS
» ADMIN
» UTILITY
Haorme Rasic Athen ced Status Fitlmin tiliny
The WAN Nl_meer 1 will be the parameters ADVANCED - WAN
setup in Basic Setup. If you want to setup |
another PVC, you can configure them in PR e
WAN 2 to WAN 8 w Tadle af Cezrmi Wik lnirfas Faruswier
Enter th rameters. LR ] VG I5F
er the parameters e e e
IF g fEA2 | " ]
q [rbai i m banld Cumap m Fampas o (i '.-m-—
D<F mm = | s TouE '—m
xa A F:
___".";'."_|I:I-5-al.-le _,* W 'i.'.'.'.'m.?E“
| 1F Addrki II'::"1EE 3 I Wi IH Pamaz I__
Fi

Pt W L Eaiip IU'-' _=I P Cond i '_—
[T m e INNE '."-l—
O3 FER F
Fine O bk | B 7 | Bamaann Teet
Ll PP ER L Bl I i [ I_—
3 [ bt B 200 LR e W I_—
Gl S m i T '":l—
a5 rn r

16-
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P |I:\s ik - WL p [Eo T T hsl

FAdidn |H§|2‘ 1641 Wk |3‘-‘ P et r
b e et e [T 5] [ ok I.....—
Do Clane 'm e Tive 'Il:l—

O PLE W
it [ Db = "D p [T F"l—
bl EFETTA = | it

i"--mulul- m:ﬁ“ LS e g |U.'-.- .d P aswverd Condine h
Bl Elaa 'm ke Than I"]—

OeE PLR IT
== |LI1-!:I|E = e P Bl ™=
Fhdidnu Ilq} T Wt Iv P et h

MG |'-“-°5'"9' =50 pan Formr [5G [l P I_—
B Dl 'm iy T |||:|

Ol PLE 'r
o e - wif e
L Ll |I'!;" 1BET WGt o0 Pt ﬁ
¥ [Paeid ba: m HALE Creti: m amesnl Garlve h
Do e E i T '""—
LELE T 'F
L ] ||:|'HJ|E :l uE h s g Lﬁ.l
R Ty wt g -
5 0wl bk t‘E—:ﬁi:El: AR Ereas |LL':-' _.l P azwary| Cordew
Dol e ﬁ e Toue 'II:I_.
QPR 'A’.'J—
Press [Finish| to finish setting.
e Tl o
. Home Basho Rivanged Status Admin ity
The screen WI!| prompt the parameters that ADVANCED - WAN
will be written in EPROM. Check the
Y H WA Isterface Paraserters Beviewm
parameters before ertlng in EPROM. T et e ceeofigarationn that weu tave changed take efect i dinicly, please chek Benae botton o= rels
rontome the sehup srocedune. plase chok Cophinue brtton
= WAN] hisrficnz
Pragsod (P AT
limr- LIRRTR]
SebnotBsk 55 EEIEED
weea 0 oE
Encapsul s firs
5 Clams UER
_ GSPOL - um
Press Restart to restart the router working S
with new parameters or press continue to Win Time o

setup another parameter.

[ conren e
Bridge
The bridge mode can be setup the static bridge parameters.

Click to setup.

= BASIC

¥ ADVANCED
e« SHOSL
o AN

« ROUTE
o MNAT/DMZ
« WIRTUAL SERVER

= STATUS

= ADMIN

17-
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Press to add the static bridge Home Basic | Adwanced | Status Admin Wity
information. ADVANCED - BRIDGE

Glonerie Brldge Paanedors
& Gemewal Paruseien
Lratwli Oladanrwry IW
Saatic Bridge Parassators:

& Tabde off Curvent BAC Eanis

Ho el LR WM E | AR .
ommaooomon | [Fiter  El [Fier = is[Fiter =]
. afFiner =] s |Fikmr =]
B e e
L4 [Finge =l =

The screen will prompt the parameters that Home Basic | Afenced |  Status fidmen Ll ey
will be written in EPROM. Check the ADVANCED - BRIDGE

parameters before writing in EPROM.
I:li_hrl'samlﬂ>:ﬂzlm-

| -.::=-:-:--£¢--‘f‘: E-:-' -_r.:--. _":...k_--ifi.- .::*.-.'u-...:l':‘-'-. Pl s Bewsot Takken bo robersb e ops
® Ghaaif Dbl Favassiis
Dbl Giaberaay 2168 DR
Press to restart the router working u. “mm O TR R TR T T R R W
with new parameters or press to Hxdbe vt
setup another parameter. ==
Route

If the Router is connected to more than one network, it may be necessary to — ==
set up a static route between them. A static route is a pre-determined 3 ?
pathway that network information must travel to reach a specific host or
network.

» BASIC
With Dynamic Routing, you can enable the Router to automatically adjust to
physical changes in the network’s layout. The Cable/DSL Firewall Router, ¥ ADVANCED
using the RIP protocol, determines the network packets route based on the « SHOSL

fewest number of hops between the source and the destination. The RIP
protocol regularly broadcasts routing information to other routers on the

network. « NAT/DMZ
o VIRTUAL SERVER

Click to modify the routing information. » STATUS

» ADMIN

» UTILITY

18-
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Home Basic | Movamned | Satws Admin il iy
ADVANCED - ROUTE

Eratie Route md RIF Farsmretore:

= Table of Correeni Biwie R Everdeny

Blex Mok ddieees Subeni Mask Gty
) uuuy uuuy we
: [ ] [ ]

= Hreerd BF Fuwerien

biFPcds: W Dnatk T Erabli
Aot HP S @ Dkatle 0 Erabde

& T al O Inieriere R Farissten

Mislacs Sl Ve | P ) it
W, Ueatie 2 rane Eratds Hons
oy Deshw ] Mame Erable Henn
Lk R [T - Fanw Crialba TP
rwaf | Deais F; P DHatha Wi

Hame Basie Fitheantee Ukility
= Gaweral AP Poameer:

To modify the RIP (Routing information
protocol) Parameters:

RIP Mode: Bl
Auto RIP Summary: Framasy Clmbs |2 Fie

PI’eSS = Tukly o Corres brwcher B Pureere

e R (e A (i
Fla | Dwabk ] b Enibk Hone
Wkl Disabis i Hois Criabds Hone
£ YWD Lizable Hore Ll zable Hone
LTt [acabla : orm D bl Hone
gy Craulda e [P Hunw

[rwark|  Duaba : hora D satde Hone

[ e | Cizaba (LA O gl Husve
© g Disabls - Hore D eatie Wone
© WakE Fanahis - [T Teshin Hrae

| Sty |

RIP Mode: this parameter determines how the e

product handle RIP (Routing information e D e e e (A
protocol). RIP allows it to exchange routing e | [Cael | CH | Moe— | Eael []
information with other router. If set to Disable, e | (R T [ fam Endds Tk
the gateway does not participate in any RIP Wetld | |mien E Fiare Leaaths Mera
exchange with other router. If set Enable, the e s o B
router broadcasts the routing table of the WERE | Dedids B T Leatha P
router on the LAN and incoporates RIP et — g — i o s
broadcast by other routers into it's routing wer | Dedle || - 15 Ehaith Hora
table. If set silent, the router does not [ el W on e
broadcast the routing table, but it accepts RIP
broadcast packets that it receives.
o Tokbe ol Commennt Inieriiors KIP Parssssder)
RIP Version: It determines the format and e i T —————
broadcasting method of any RIP Mene | s Y Bequeed  Bewems | Cod
transmissions by the gateway. | el fhoe W | Een @ |
RIP v1: it only sends RIP v1 messages only. e . - oo —
RIP v2: it send RIP v2 messages in multicast WAHE Jiaih -- hror Giasks Hens
and broadcast format. e - tom B ale Henp
Reaake LY (LT Mg
WaRE Jkask - kv Dosaddc Honi
VAR Jmaake - Form [T Mons
¥RARE Jemk e hore Lynabie Mone
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Authentlcatlon requ“"ed s Tl of Carrend bvpcfycs BF Fuamriee
None: for RIP, there is no need of = Bathenticesan Posan Astiost oitien
trrince iy Wemsnp P i P fu
. . 2 1= LR [ 23
authentication code'. TR BEE | |m.:- BB B
Password: the RIP is protected by password, T T o s i e
authentication code. Rl Cimabls - Dicable Horm
; i [rraTy [agabie - Pare Di=abie Hore
MD5: The RIP will be decoded l?y MDS than b T . = T o
protected by password, authentication code. S Dsatic Hare Drabk: Hom
FAEHE Chsalde - P i Dbk Hor
BT DNgabic - M Diabi Rived
A Caankin - Farm Divabia Hore

el e e

& Tavk af Citent BteiTace BIF Pararscier

Poison Reserve is for the purpose of

promptly broadcast or multicast the RIP W gl veme | AT e e
while the route is changed. (ex shuting down e | Jokes] | l2E | Wes ] | lenee ® | |
one of the routers in routing table) 13 L d B S e
Enable_: the gate_way wiII_ actively broadcast e T o TP e
or multicast the information. VAR [eaabis 10 [ésals Weeea

1 . 1 YIRS [T - LR [CF T Hiors
Dlsa'ble. the gateway ywll not broadcast or e . e R e
multicast the information. r— Toasbie . we Dysabie Hos

VEARE Cta il - R Doaabde Hiwsi

After modifying the RIP parameters, press e

finish
The screen will prompt the modified parameter. Check the parameters and perss to
restart the router or press to setup another parameters.

NAT/DMZ

NAT (Network Address Translation) is the translation of an Internet Protocol
address (IP address) used within one network to a different IP address known
within another network. One network is designated the inside network and the
other is the outside. Typically, a company maps its local inside network
addresses to one or more global outside IP addresses and reverse the global IP
addresses of incoming packets back into local IP addresses. This ensure
security since each outgoing or incoming request must go through a translation
process, that also offers the opportunity to qualify or authenticate the requestor ADVANCED

» BASIC

match it to a previous request. NAT also conserves on the number of global IP . SEBEE

addresses that a company needs and lets the company to use a single IP o VAN

address of its communication in the Internet world. » BRIDGE
ROUTE

DMZ (demilitarized zone) is a computer host or small network inserted as a :
“neutral zone” between a company private network and the outside public
network. It prevents outside users from getting direct access to a server that » STATUS

has company private data.

WIRTUAL SERWER

» ADMIN
In a typical DMZ configuration for an enterprise, a separate computer or host
receives requests from users within the private network to access via Web sites ™ UTILITY
or other companies accessible on the public network. The DMZ host then initiates sessions for
these requests to the public network. However, the DMZ host is not able to initiate a session
back into the private network. It can only forward packets that have already been requested.

Users of the public network outside the company can access only the DMZ host. The DMZ may
typically also have the company’s Web pages so these could serve the outside world. However,
the DMZ provides access to no other company data. In the event that an outside user penetrated
the DMZ host’s security, the Web pages might be corrupted, but no other company information
would be exposed.

Press NAT/DMZ to setup the parameters.
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If you want to enable the NAT/DMZ Home Gasic | Mdvasced | Status Admin Uility
functions, click Enable. Enable the DMZ ADVANCED - NAT/DM7
host Function is used the IP address
assigned to the WAN fOf' enabling DMZ Teowarlk Address Translatian and DNE Hasts Parsmeters
function for the virtual IP address. » HATDAE funrtlar

HATOMZ Fuarian. & [ieabls  © Eraale

Multi-DMZ: Some users who have two or
more global IP addresses assigned by
ISP can be used the multi DMZ. The table

& DT Hest

chan 4 Cigabls O Enally

is for the mapping of global IP address i T
and virtual IP address.
v Mokl M
Multi-NAT: Some of the virtual IP B Wartsal BF Auliioss Gisbal IF Sl | Bt
addresses (eg: 192.168.0.10 ~ 11 | [wan1 3]
192.168.0.50) collectively use two of the 2 I i gl
global IP addresses (eg: 69.210.1.9 and 3 [ I [vanin 3]
69.210.1.10). The Multi-NAT table will be il | [wani =]
setup as; s [ [wni1 =]
Virtual Start IP Address: 192.168.0.10 G| | [wan 5]
Count: 40 l{ Al I ['weanit =]
Global Start IP Address: 69.210.1.9 all [ [ =]
Count: 2 al| [ [ [weant =]
o [ [ [want =]

Press to continue. w MhalHAT:

. D Virkead St P Addrass | Cossd Globad Stear IP Sdiess | Cowst | Wi
The screen will prompt the parameters T P | 3 el
that will be written in EPROM. Check the AN i | P v gl
parameters before writing in EPROM. Al ki i I [warir 3]
Press to restart the router working A il P | B [
with new parameters or to =] P | - [ome

configure another parameter.

| e s ekl

Virtual Server
For example: Specific ports on the WAN interface are re-mapped to services
inside the LAN. As only 69.210.1.8 (e.g., assigned to WAN1 from ISP) is
visible to the Internet, but does not actually have any services (other than
NAT of course) running on gateway, it is said to be a virtual server. Request
with TCP made to 69.210.1.8:80 are remapped to the server 1 on
192.168.0.2:80 for working days from Monday to Friday 8 AM to 6PM, other
requests with UDP made to 69.210.1.8:25 are remapped to server 2 on
192.168.0.3:25 and always on.

You can setup the router as Index 1, protocol TCP, interface WAN1, service

name test1, private IP 192.168.0.2, private port 80, public port 80, schedule
from Day Monday to Friday and time 8:0 to 16:0 and index 2, protocol UDP,

interface WAN1, service name test2, private IP 192.168.0.3, private port 25,
public port 25, schedule always.

Click to configure the parameters.
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PreSS for mOdIfy 1 ) B Amaneid Srafiis Ranin =71

ADVANCED - VIRTUAL SERVER
Virtvad Sewves W apping Pacasmeieny

Tl of Cwrvvs Virwal Sarver Eniries

i
i
i
i
i
i
i

ri asiidi
LT vl
T} [
Ca e
s e
rs 13the
r Tt
o] gt
= Deme
10 Py

Type the necessary parameters then click

—— Home Basit Athsanced Statas Adnin Lty
Finish|.

ADVANCED - VIRTUAL SERVER

Press to restart the router or Virtmal Sarver Mappisng Fasamuinrs:
o Virvead Sevwer |
press to setup another function. — |
Inteface: [WEBHI 5]
Arrcr Huoem I—
feeae [
PevasPost 0
PublicPo I
Fitwibils H'J}“‘-r!‘
 FromDay [Sundey Bl [Seiuday 5]
e [0 5[0 = [FE [FE
[ G e
Administration

This session introduces security and simple network management protocol
(SNMP) and time synchronous. » BASIC

» ADVANCED

» STATUS

ITY

o SHMP
= TIME SYMC

» UTILITY
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Security

For system secutiry, suggest to change the default user name and password » BASIC
in the first setup otherwise unauthorized persons can access the router and

change the parameters. » ADVANCED
There are three ways to configure the router, Web browser, telnet and serial
console. S STATUS
Press -nSecurit to setup the parameters.
PTeR v ADMIN
» SECLRITY:
s ShMF
s [IME SYMNC
= UTILITY
For greater security, change the Supervisor Home | Basic | ddvanced | Stamms fomin | Ukility

ID and password for the gateway. If you don'’t ADMIN - SECURITY
set them, all users on your network can able
to access the gateway using the default IP

Sagervdsor ProlBe and Secesity Par s ters

and Password root. iyt e
You can authorize five legal users to access upervisor Fasmrce
the router via telnet or console. There are two e

Ul modes, menu driven mode and command
mode to configure the router.

w lyrer Frefile:

10 U Bame Uil Passwesdd Posswesdd Consm . UL Mode

Trust host pool will setup the legal IP - :m :_ :_ ::«:mj
addresses from which authorized person can 1) | | Ty |
configure the gateway. This is the more 1 | | T |
secure function for network administrator to o0 r | T |
setup the legal address of configuration.
Configured 0.0.0.0 will allow all hosts on Pl
internet to access the router. TemtFar 3
C||Ck tO f|n|Sh the Setting. "f‘_—llml.ml_ 3 el B £ TP 000 0D e i o P st b s o ki
1] 1P Adilrass
The browser will prompt the configured 1 oo
parameters and check it before writing into z
EPROM. a
P E—
Press to restart the gateway working ;
with the new parameters and press !
to setup other parameters. 4
el
s
IE| .
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SNMP

Simple Network Management Protocol (SNMP) is the protocol not only
governing network management, but also the monitoring of network devices » BASIC
and their functions.

» ADVANCED
The router can generate SNMP traps to indicate alarm conditions, and it relies
on SNMP community strings to implement SNMP security. This gateway » STATUS
support MIB 1.

¥ ADMIN

Click to configure the parameters.

» UTILITY

In the table of current community pool, you can Home Basie | fdvanced |  Status fiimin ity
setup the access authority. ADMIN - SNMP

In the table of current trap host pool, you can R

setup the trap host. & Tible aleorvent oy pood
[ Stafis | Moo Right | Coifimusiy
Press to modify the community pool. | Drmshle
{2 Dizable
o | Ceasbka
4 Déachla
g [anmhis
| Bty |
= Tikle af carreai sap kasipesk
=S L - Cammiy
Fi Crachiba
T2 Coaphibs
3 [inshis 2
™4 Mimshia
] Dracbika
[ Coscn s |

SIRAF Canususity and Trap Parameters:
SNMP status: Enable

= Tkl of currend comnrediy poel;

ldex | Sians Bocoess Right Carmmsiiy
1 Digablk = [Deny =] prrvatie
3 Lli=-sbd
4 [
& Cizshie
[ ok W concol |
. SNMP L ity amd Trap B s
Access Right: Deny for deny all access
Access Right: Read for access read only = Takleof curvens cammamiiy pael
éccess R}gh’g Write for access reacfi and write. T Accass gt “Camy
.ommunlty. it serves as password for access | [Cisstie 2] [Deny 8 T
right. = S -
After configuring the community pool, press = ——
wHiTla
d Dl &
5 Citzablo
ok W ool |
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Click Modify to modify the trap host pool. * Tible alcureal frig Resd pasd
Version: select version for trap host. index Vession P B I D musiny
IP: type the trap host IP i [Dhans = [ En=t [Fwaa
Community: type the community password. 2 e

o . i
Press @ to finish the setup. : W'I_Em

] Digabla

The browser will prompt the configured [ | o |
parameters and check it before writing into
EPROM.

Press| Restarf to restart the gateway working with the new parameters and press to
setup other parameters.

Time Sync
Time synchronization is an essential element for any business that relies » BASIC
on an IT system. The reason for this is that these systems all have clocks
that are the source of time for files or operations they handle. Without time
synchronization, time on these systemspvaries with eyach other or with the ~ * ADVANCED
correct time and this can cause-, firewall packet filtering schedule
processes to fail, security to be compromised, system log exposures with  » STATUS
wrong data.

. ¥ ADMIN
Click [TIME SYNC, « SECURITY

o SNME .
o TIME SYNG

» UTILITY

There are two synchronization modes: Homs Basic Nihameed | Stamus Rikraln ity
Sample Network Time Protocol (SNTP)

ADMIN - TIME SYNC
and synchronization with PC. For Gt "
synchronization with PC, select Sync e e
with PC. The gateway will synchronize . STHC ek
the time with the connecting PC. [ Eme wit P 2

- wiith ¢ leni
ae: | Byne Morw
SNTP is the acronym for Simple Home | Basic | Advanced | GStatws | Admin [

Network Time Protocol, which is an ADMIN - TIME SYNC
adaptation of the Network Time
Protocol (NTP) used to synchronize

Timwe Synchresizadom

computer clocks in the Internet. SNTP - Siat
can be used when the ultimate EILTI
performance of the full NTP ¢ e s e v

5 O'Digatk  # Erabk
el fpzaey
e drvdap care

implementation.

For SNTP, select SNTP v4.0. R

SNTP service: Enable T vts. |EMTE00) PACFIC THE (U5 & CANEDY, TLUBNA o
Time Server: All of the time server UpddiaPoicitioncer: BT
around the world can be used but

suggest to use the time server nearby.

Time Zone: you have to choose the

right time zone.

[ Cocel [J RaraJ ]

Press Finish to finish the setup. The browser will prompt the configured parameters and check it
before writing into EPROM.
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Utility

This section will describe the utility of the product including system
information, load the factory default configuration, upgrade the firmware
and restart the gateway.

System Info
Click for review the information.

The browser will prompt the system information.

Config Tool
This configuration tool has three functions: load Factory Default, Restore
Configuration and Backup Configuration.

Press [Config Tool.

Choose the function and then press finish.

»  Load Factory Default function: it will load the factory default
parameters to the gateway.

i : All of the settings will be changed to factory default. On the other hand

you will lose all the configured parameters.

»  Restore Configuration: Sometime the configuration will be crushed
unintentionally. Restore configuration will help you to recover the
backup configuration easily.

< Click Finish after selecting Restore Configuration.

<~ Browse the route of backup file then press finish. The router will

automatically restore the saved configuration.

>  Backup Configuration: After UTILITY - CONEIC
configuration, suggest to use the LR
function to backup your router Select Conlimention I'oal:
parameters in the PC. P

<~ Select the Backup Configuration and gt T foadtete DLt

then press Finish. Rosone Cafiga-ation

<~ Browse the place of backup file =S

26 -

GURATION
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» ADVANCED

» STATUS

» ADMIN

e SYSTEM INFO
« CONFIG TOOL
» UPGRADE
« RESTART

= BASIC

» ADVANCED

» STATUS

= ADMIN

o
« CONFIG TOO
o UPGRADE

o RESTART

» BASIC

» ADVANCED
» STATUS

» ADMIN

¥ UTILITY
L)

« UPGRADE
« RESTART

Uiy

e

5181
o Bt



SHDSL Router User Manual Versionl.38

named backup. Press Finish. The router will automatically backup the configuration.

Upgrade

You can upgrade the gateway using the upgrade function.
Press [Upgrade|. » BASIC

= ADVANCED

= STATUS

» ADMIN

v UTILITY

e SYSTEM INFO
Browse the file and press OK button to Fome Basic | Mdvanced | Status fAdmin Uity
upgrade. The system will reboot UTILITY - FIRMWARE UPGRADE
automatically after finishing.
Farmoware Upgrade:
Plaugs gebeittlie famomois Tl (Rt Tod ol e peeies O WURE0S b Upegesedle thet Exabii thar this sinbeis ol et &
| e,
=
Restart
For restarting the router, click the -Resta in UTILITY.
9 ‘ » BASIC

= ADVANCED

> STATUS

= ADMIN

¥ UTILITY

« SYSTEM INFOD
« CONFIG TOOL
« UPGRADE
o B

Arksanced Statms fdmin By
Press -Resta | to reboot the router.
UTILITY - RESTART
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Status

You can monitor the SHDSL status including mode, Tx power and Bitrate
and Performance information including SNR margin, atteunation and
CRC error count.

LAN status will prompt the MAC address, IP address, Subnet mask and » BASIC

DHCP client table.
» ADVANCED

WAN status will display the WAN interface information. s
status wi dlspay e Interrace information STATUS

You can view the routing table in the status of route. o LAN

Interface status inculdes LAN and WAN statistics information. o ROUTE
s INTERFACE

» ADMIN

» UTILITY

LAN-to-LAN connection with bridge Mode

i < .
/ STU-R (CO) | i STU-C (CPE)
BrlFIge Briidge
IP: 192.168.0.1 w. % IP: 192.168.0.2
Netmask: 255.255.255.0 ; Netmask: 255.255.255.0
PC

VPI:0, VCI:32

|
' |
! i
! i
! Encapsulation: LLC I

58— hy X

! i
! i
! i

IP: 192.168.0.100 IP: 192.168.0.200
Netmask: 255.255.255.0 Netmask: 255.255.255.0
\ Gateway: 192.168.0.1 Gateway: 192.168.0.2

coside

Click and [CO) Side to setup Bridging Home Basic | Mvanced | Status | Admin | Utiity
mode of the Router and then click [Nex{.

BASIC - STEP1

Oiperation Meds:

SysiaMods: O ROTE | # BADGE
EHLEL Maly 7 0O Sia ™ CPE Sk
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LAN Parameters Home Basic Mhsanoed Status fdmin LUttty
Enter IP: 192.168.0.1 BASIC - STEP2
Enter Subnet Mask: 255.255.255.0
Enter Gateway: 192.168.0.1 i
Enter Host Name: SOHO Fadims 52 [62 LB LI

SIS T R S
WAN1 Parameters ey i3 L[5 L0 L
Enter VPI: 0 HeatHams FARG
Enter VCI: 32 iy
Click |LL
Click [Nex vt

v @

Boosg s O W emux = LLE

The scream will prompt the new configured
parameters. Check the parameters and

Click The router will reboot with the B
new setting.

CPE Side
Click and Side to setup Basic | Adwanced |  Status Admin Utility

Bridging mode of the Router and then click BASIC - STEP1

' Ciperation Mlade

w " ROUTE | BROGE
« MO0Ek ® CPE Eid

| covcel il Foser ot |

LAN Parameters Baszic Atianrer SEatms fimin Ll iy
Enter IP: 192.168.0.2 BASIC - STEP2
Enter Subnet Mask: 255.255.255.0

Enter Gateway: 192.168.0.2 .
Enter Host Name: SOHO UFETEETS (=TI =T A
sumino: B PR B
WAN1 Parameters S A I T
Enter VPI: 0 Remeer oy~ ]
Enter VCI: 32 WA
Click [LL
Click [Nex -
T ID_

e T Wome FLLE

The scream will prompt the new

configured parameters. Check the ek | [ hos |
parameters and Click The router
will reboot with the new setting.

Congratulation! You are done. Your SHDSL LAN-to-LAN connection is established.
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Configuration via Serial Console or Telnet
B

Serial Console
Check the connectivity of the RS-232 cable from your computer to the serial port of ROUTER.
Start your terminal access program with VT100 terminal emulation. Configure the serial link with
baudrate of 9600, 8 data bits, no parity check, 1 stop bit, and no flow-control, and press the
key until the login screen appears. When you see the login screen, you can logon to
Router.

User: admin
Password: **%*x%x

Note: If you have not set any user profile for the Router, enter the factory default user “admin”.
When the system prompts you for a password, type “admin” to enter Router.

Telnet
Make sure the correct Ethernet cable is used for connecting the LAN port of your computer to
ROUTER. The LAN LNK indicator on the front panel shall light if a correct cable is used. Starting
your Telnet client with VT100 terminal emulation and connecting to the management IP of Router,
wait for the login screen appears. When you see the login screen, you can logon to Router.

User: admin
Password: **%*x%x

Note: If you have not set any LAN IP of the Router, the default IP address is 192.168.0.1.

Operation Interface
For serial console and Telnet management, the ROUTER implements two operational interfaces:
command line interface (CLI) and menu driven interface. The CLI mode provides users a simple
interface, which is better for working with script file. The menu driven interface is a user-friendly
interface to general operations. The command syntax for CLI is the same as that of the menu
driven interface. The only difference is that the menu driven interface shows you all of available
commands for you to select. You don’t need to remember the command syntax and save your
time on typing the whole command line.

The following figure gives you an example of the menu driven interface. In the menu, you scroll
up/down by pressing keym / |K] select one command by key , and go back to a higher level of
menu by key . For example, to show the system information, just logon to the ROUTER, move
down the cursor by pressing key@ twice and select “show” command by key , you shall see a
submenu and select “system” command in this submenu, then the system will show you the
general information.
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B oM L 9500 - Hyper Terminal _|_.|- | _’.':J
Bl Ect W=w Cdl Trosks Hep
Dj=] &3] =0l 5
|
SHISL ROUTER
»» anahle Hodify command privilegs
status Show running svsten status
zhaow Yiew system configuration
pirdg Packet internet aroper command
exnt (uit sysiem

Command : enable <CH> _
Mescage

<L/K> Mowe upfdown, <L/)r Select/Unzelact, <US0F Move top/botiom. <70 Help j

Cornected 00U 22 WTI00 SO0 EhEL ¥ L M

B

Window structure

From top to bottom, the window will be divided into four parts:

1. Product name

2. Menu field: Menu tree is prompted on this field. “>>" symbol indicates the cursor place.

3.  Configuring field: You will configure the parameters in this field. < parameters > indicates
the parameters you can choose and < more...> indicates that there have submenu in the
title.

4.  Operation command for help

Menu Driven Interface Commands
Before changing the configuration, familiarize yourself with the operations list in the following
table. The operation list will be shown on the window.

Menu Driven Interface Commands

Keystroke Description
[UP]orl Move to above field in the same level menu.
[DOWN] or K Move to below field in the same lever menu.
[LEFT]orJ Move back to previous menu.

[RIGHT] or L Move forward to submenu.
[ENTER] Move forward to submenu.
[TAB] To choose another parameters.
Ctrl+C To quit the configuring item.
Ctrl+Q For help

Menu Tree
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Default
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Configuration

To setup the router, move the cursor “ >>” to enable and press enter key. While the screen
appears, type the supervisor password. The default supervisor password is root. The password
will be prompted as “ * “ symbol for system secutiry.

Command: enable <CR>
Message: Please input the following information.

Supervisor password: ***%*

In this sub menu, you can setup management features and upgrade software, backup the
system configuration and restore the system configuration via utility tools.

For system security Suggest to change default user name and password after foremost setting.
After changing the User Name and Password, strongly recommend you to save them because
another time when you login, the User Name and Password have to be used the new one you
changed.

For any changes of configuration, you have to write the new configuration to EPROM and reboot
the router to work with new setting.
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The screen will prompt as follow.

>> enable Modify command privilege
setup Configure system
status Show running system status
show View system configuration
write Update flash configuration
reboot Reset and boot system
ping Packet internet groper command
admin Setup management features
utility TFTP upgrade utility
,,,,, exit  Quit system
Status

You can view running system status of SHDSL, WAN, route and interface via status command.

Move cursor “ >> “ to status and press enter.

>> shdsl Show SHDSL status
wan Show WAN interface status
route Show routing table
interface Show interface statistics status

Show

You can view the system information, configuration and configuration in command script by
show command.

Move cursor “ >> “ to show and press enter.

>> system Show general information
config Show all configuration
script Show all configuration in command script

Write

For any changes of configuration, you must write the new configuration to EPROM using write
command and reboot the router to take affect.

Move cursor to “ >> “ to write and press enter.

Command: write <CR>
Message: Please input the following information.

Reboot

To reboot the router, use reboot command. Move cursor to “ >> “ to write and press enter.

Command: reboot <CR>
Message: Please input the following information.

Do you want to reboot? (y/n): y
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Ping
Ping command will be used to test the connection of router. Move cursor “ >> “ to ping and
press enter.

Command: ping <ip> [1~65534|-t] [1~1999]
Message: Please input the following information.

IP address <IP> : 10.0.0.1
Number of ping request packets to send (TAB select): 1~65534
Data size [1~1999]: 32

Administration

You can modify the user profile, telnet access, SNMP (Sample Network Management Protocol),
supervisor information and SNTP (Simple Network Time Protocol) in admin. The route is
enable = admin.

For configuration the parameters, move the cursor“ >> “ to admin and press enter.

>> user Manage user profile
security Setup system security
snmp Configure SNMP parameter
passwd Change supervisor password
Id Change supervisor ID
sntp Configure time synchronization

User Profile
You can use user command to clear, modify and list the user profile. You can setup at most five
users to access the router via console port or telent in user profile table however users who have
the supervisor password can change the configuration of the router. Move the cursor “ >> “ to
user and press enter key.

>> clear Clear user profile
modify Modify the user profile
list List the user profile

You can delete the user by number using clear command. If you do not make sure the number
of user, you can use list command to check it. Modify command is to modify an old user
information or add a new user to user profile.

Security
Security command can be configured ten legal IP address for telnet access and port number.

Move the cursor “ >> “ to security and press enter. The default legal address is 0.0.0.0. It means
that there is no restriction of IP to access the router via telnet.

>> port Configure telent TCP port
ip pool Legal address IP address pool
list Show security profile
SNMP

Simple Network Management Protocol (SNMP) is the protocol not only governing network
management, but also the monitoring of network devices and their functions.
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The router can generate SNMP traps to indicate alarm conditions, and it relies on SNMP
community strings to implement SNMP security. This router support MIB 1.

Move the cursor “ >> “ to snmp and press enter.
>> community  Configure community parameter
trap Configure trap host parameter

Supervisor Password and ID
The supervisor password and ID are the last door for security but the most important. Users who
access the router via web browser, console port or telent have to use the ID and password to
configure the router. Suggest to change the ID and password.

SNTP

Time synchronization is an essential element for any business that relies on an IT system. The
reason for this is that these systems all have clocks that are the source of time for files or
operations they handle. Without time synchronization, time on these systems varies with each
other or with the correct time and this can cause- virtual server schedule processes to fail and
system log exposures with wrong data.

There are two methods to synchronize time, synchronize with PC or SNTPVA4. If you choose
synchronize with PC, the router will synchronize with PC. If you choose SNTPv4, the router will
use the protocol to synchronize with the time server.

Move the cursor “ >> “ to sntp and press enter.
>> method Select time synchronization method
service Tigger SNTP v4.0 service
time serverl Configure time server 1
time server2 Configure time server 2
time server3 Configure time server 3

updaterate Configure update period
time zone Configure GMT time zone offset
list Show SNTP configuration

Utility

There are three utility tools, upgrade, backup and restore, embedded in the firmware. You can
update the new firmware via TFTP upgrade tools and backup the configuration via TFTP backup
tool and restore the configuration via TFTP restore tool. For upgrade, TFTP server with the new
firmware will be supported by supplier but for backup and restore, you must have your own
TFTP server to backup and restore the file.

Move the cursor “ >> “ to utility and press enter.

>> upgrade Upgrade main software
backup Backup system configuration
Restore Restore system configuration

Exit

If you want to exit the system without saving, use exit command to quit system.
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Setup

All of the setup parameters are located in the subdirectories of setup. Move the cursor® >> “ to
setup and press enter.

>> mode Switch system operation mode
shdsl Configure SHDSL parameters
wan Configure WAN interface profile
bridge Configure transparent bridging
route Configure routing parameters
lan Configure LAN interface profile
ip_share Configure NAT/PAT parameters
dhcp Configure DHCP parameters
dns_ proxy Configure DNS proxy parameters
hostname Configure local host name
default Restore factory default setting

Mode

The product can act as routing mode or bridging mode. The default setting is routing mode. You
can change the system operation mode by using mode command. Move the cursor “ >> “ to
mode and press enter.

Command: setup mode <Route|Bridge>
Message: Please input the following information.

System operation mode (TAB select) <Route>: Route

SHDSL

You can setup the SHDSL parameters by the command shdsl. Move the cursor “ >> “ to shdsl
and press enter.

>> mode Configure SHDSL mode
n*64 Configure SHDSL data rate
type Configure SHDSL annex type
clear Clear current CRC error count
margin Configure SHDSL SNR margin

There are two types of SHDSL mode, STU-R and STU-C. STU-R means the terminal of central
office and STU-C customer premises equipment.

You can setup the data rate by the multiple of 64Kbps- n is from 0 to 32. If you configure n is O,
the product will perform as adaptive mode.

There are two types of SHDSL Annex type, Annex-A and Annex-B.
Clear command can clear CRC error count.

Generally, you cannot need to change SNR margin, which range is from 0 to 10.

WAN

The router supports 8 PVC, private virtual circuit, and so you can setup eight WAN, WAN1 to
WANS8. Move the cursor “ >> “ to wan and press enter. To setup WAN1, type 1.
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Command: setup wan <1~8>
Message: Please input the following information.

Interface number <1~8>: 1

>> protocol Link type protocol
address IP address and subnet mask
vpi vci Configure VPI/VCI value
encap Configure encapsulation type
gos Configure VC QoS
isp Configure account name, password and idle time
list WAN interface configuration

There are four types of protocols, IPoA, EoA, PPPoA and PPPoE, which is supported by your
ISP.

For PPPoA and PPPoE, you do not need to setup IP address and subnet mask.

There is an unique VPI and VCI value for Internet connection supported by ISP. The range of
VIP is from 0 to 255 and VCI from 0 to 65535.

There are two types of encapsulation types, VC-Mux and LLC.

You can setup virtual circuit quality of service, VC QoS, using gos command. There are two QoS
class, UBR and CBR. The peak cell rate can be configured from 64kbps to 2400kbps.

ISP command can configure account name, password and idle time. Idle time are from O minute
to 300 minutes.

You can review the WAN interface configuration via list command.

Bridge
You can setup the bridge parameters in bridge command. If the product is configured as a router,
you do not want to setup the bridge parameters. Move the cursor “ >> “ to bridge and press
enter.

>> gateway Default gateway
static Static bridging table

You can setup default gateway IP via gateway command.

You can setup 20 sets of static bridge in static command.

Route
You can setup the routing parameters in route command. If the product is configured as a bridge,
you do not want to setup the route parameters. Move the cursor “ >> “ to route and press enter.

>> static Configure static routing table
RIP Configure RIP tool

You can setup 20 sets of static route in static command.

For more RIP information, please review route in page 18.
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>> address  LAN IP address and subnet mask
attrib NAT network type
IP share
>>nat  Configure network address translation
pat Configure port address translation
dmz Configure DMZ host function

For more NAT, PAT and DMZ information, review NAT/DMZ in page 20.

>>generic  Configure generic DHCP parameter
fixed Configure fixed host IP address list
list Show DHCP configuration

For more DHCP information, review DHCP server in page 10.

DNS proxy
You can setup three DNS servers in the product. The number 2 and 3 DNS servers are option.
Move cursor “ >> “ to dns_proxy and press enter.

Command: setup dns proxy <IP> [IP] [IP]
Message: Please input the following information.

DNS server 1 (ENTER for default) <168.95.1.1>: 10.0.10.1
DNS server 2: 10.10.10.1
DNS server 3:

Host name
Enter local host name via hosthame command. Move cursor “ >> “ to hostname and press
enter.

Command: setup hostname <name>
Message: Please input the following information.

Local hostname (ENTER for default) <SOHO>: test

Default

If you want to restore factory default, first move the cursor “ >> “ to default and then press enter.

Command: setup default <name>
Message: Please input the following information.

Are you sure? (Y/N): y
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